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WiFhe brands allowed to participate in the tender are

companies have kindly contributed to the preliminary study
phase of this tender.

1- A site survey is recommended before providing the financial offer.

2- Delivery time may be taken into consideration.

3- The price must include all licenses and additional fees.

4- Include all necessary official approvals and procedures.

5- Any additional services or technical options should be mentioned in the price
quote and technical proposal as optional and listed separately, with detailed
financial and technical information (may be considered by the technical
department).

6- The university reserves the right to cancel (all) or any item(s) in the table

above after reviewing the technical proposals and price quotations.

Bidders must submit a price quotation that includes the cost of the required

materials and licenses, providing two options for the license duration: 3 years

and 5 years.

The Bidder must adhere to a 24/7 Support and Maintenance Agreement

throughout the license duration, to be drafted in Arabic, which includes

immediate response to any failures, provision of technical consultations,
regular maintenance, and necessary updates.

o- The Bidder is committed to providing one or more training courses for the
technical staff at the computer center, consisting of 5 engineers. The training
should cover all the features and technologies offered by the system in a
professional manner.

10- The bidder must attach a High-Level Design (HLD) document for the project,
detailing the integration of the various project components with the local
network, their interconnections, and the connectivity of the three schools
within the university and the ZEIC Company.

11-All materials, systems, licenses, and their associated components, such as
DAC Cables and SFP, are guaranteed throughout the license duration by both
the manufacturer and the local company.

12-The Bidder awarded the contract is committed to providing a temporary
firewall device or temporary licenses to operate the service at the university
until the delivery time.
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13-The Bidder is responsible for installing, operating, and programming all
devices and systems in the best possible way, ensuring the utilization of all
features and technical services, tracking any issues that arise, and resolving
them. Technical acceptance will only be granted upon receipt of a written
approval from the university's technical department. The contractor is also
responsible for covering any costs related to shortages in any material or
license required for this purpose.

14- The Bidder shall clearly define the scope of work to be covered, and the
technical department’s evaluation will be based on this. The scope should be
explained through detailed network diagrams.

15-A Proof of Concept (POC) may be requested from any Bidder prior to the
award.

16- The university reserves the right to purchase parts of the tender from more
than one company if it deems necessary for its best interest.

17-The company shall submit an executive plan for the project implementation,
outlining the method of connection between the project components, the
university network, its schools, and the internet lines provided by the
telecommunications company. The plan must be approved by the Vendor,
which will oversee the implementation closely. Upon completion, the company
shall send a confirmation letter to the university, certifying that the
implementation has been carried out correctly, with the Vendor's guarantee.

18- The final delivery time of the project should be specified, and it will be taken
into consideration

19- The bidder must provide details of previous projects they have executed,
which are similar in size and design to our university project.

20-The university is not obligated to purchase based on the principle of
the lowest compliant bid, but rather according to the financial and
technical evaluation criteria.




1-Next Generation Firewalls

- Quantity: 2

- Use as Internet Firewall & Datacenter Firewall (Must function as the
data center NGFW for all DMZs at Zarga University. Additionally, it must
serve as the segmentation NGFW for all user VLANs at Zarga University.
Furthermore, it must act as the perimeter NGFW for all WAN and
broadband links at Zarga University)

- Support HA (Active/Active, Active/Passive)

Performance Specifications

1. | Next Generation Firewall Throughput 20 Gbps
2 | Min Threat Protection/Prevention 15 Gbps
3. | Min IPsec VPN Throughput 10 Gbps
4. | IPS Throughput 10 Gbps
5 | Concurrent sessions Up to 2.5 million
6. | New session /second Up to 200,000
7. | Min support Active Virtual Firewalls 5

8. | VLANs Supported Up to 1000

Technical Specifications

Fully integration Antivirus, Anti-Malware, IPS, Web
9. | and Content Filtering based on categories, DNS
Security, Anti-DDOS, and application control

The proposed firewall must be able to provide

10 | Machine Learning algorithms for advanced
protection directly from firewall

Provide inline prevention against unknown

11
malware.

The Proposed solution should be Data Center and
Internet firewall with L7 capabilities

The Proposed solution must support SSL traffic
inspection to protect from encrypted attacks

The Proposed solution shall support integration
14 | with LDAP, RADIUS, TACACS+, Two Factor
Authentication

12

13

4



15

Support NAT using static IP, dynamic IP, and PAT

16

Command Line Interface (CLI)

17

Built-in web interface (GUI)

Hardware Specifications

18

Min 4 x 10GE SFP+, Min 8 x 1 GE RJ45, |
Min 4 x 25G SFP28 ports

19

Hot-swappable Redundant AC power supplies

20

Solution must include 4 x 10G SFP+ transceivers
and 4 X SFP28 25G transceivers

21

Include 480 GB SSD Storage

High Availability

22

The Proposed solution should support
Active/Passive (Standby), Active/Active (Load
Sharing)

Alerting & Reports

23

The proposed firewall should have integrated ‘
reporting capabilities requiring

24

Provides visualized and multi-dimensional reports
by IP address, application, time, traffic or threat

25

The proposed firewall should support logging and
reporting mechanism to generate reports

26

The proposed firewall should have the ability to
store the logs for more than 30 days

27

The proposed firewall must be able to send alerts
to external targets Syslog Server

28

Solution offering must include external logging
repository to collect logs from all mentioned
solutions for the sake of event correlation and 10C
investigation

Required Licenses

29

The Units include IPS, Advanced Malware
Protection, Application Control, URL Filtering, DNS
Filtering, Video Filtering, Antispam Service, Cloud
Sandbox, and a hardware warranty subscription.

30

The solution must include secure mobile-based
authentication for enhanced access security. QTY 5




2-Reporting System

Quantity: 1

The proosed sytm should be bseendor of

1
NGFW
The proposed appliance shall minimally provide
2 | management access through: HTTPs (Web-based),
Console port, CLI and SSH.
The proposed system shall provide real time
system status and events view, presented the
information in simple, intuitive tables and graphs.
At minimal should have:
} e CPU utilization
¢ Memory utilization
e Number of sessions
e Network utilization
4 | Event Correlation & Advanced Threat Detection
5 Centralized Search and Report across all security
logs from different registered security devices
Real-time & Historical Views of Network Activity
7 | Log Forwarding for Third-Party Integration
3 The solution must support a maximum number of
days for analytics, not less than 30 days
9 | The solution must be in rackmount form factor
10 The solution must include minimally 8 TB of
Storage capacity
11 The solution must support software-based RAID 0
and RAID 1
12 | Min 2 x 1 GE RJ45 ports
13 | Hot-swappable Redundant AC power supplies
The Unit must include the indicators of
14 Compromise Service, Security automation service

license, Outbreak Detection service, and a
hardware warranty subscription




3-Web Application Firewall (WAF)
Quantity: 1

: = | Sl
System Specifications
The device should have a minimum WAF throughput
1 |of1 Gbps.

2 | The System must support 15K TPS (2K SSL TPS)

Number of Websites Supported at least 60

4 | Optimized encrypted traffic with full TLS 1.3 support

Automated patching and alerts for outdated or

> vulnerable software components

6 The device should support an unlimited number of
application licenses

7 Comprehensive logging and anomaly detection to

identify potential security events in real-time

8 | Network latency should be less than 5 ms

The device must feature hardware SSL/TLS
processing

The system must be deployabie in full reverse proxy,
transparent proxy, and bride modes

10

11 | Authentication types must be supported

12 | The System should support bypass ports

Technical Specifications
Application Attack Protection: OWASP Top 10. Cross
Site Scripting. SQL Injection. Cross Site Request
Forgery. Built-in Vulnerability Scanner. Third-party

13

scanner integration (virtual patching)

Protection against SQL injection, command injection
and LDAP injection

Web Security includes: Automatic profiling

15 | (whitelisting), Web server and application signatures
(blacklist), IP Reputation, Http RFC compliance

safeguards against deserialization attacks through
input data validation

17 | Should support customizable DoS policies

14

16




18

API protection and Bot Mitigation should be included

19

Management and reporting functionalities should be
provided

20

File upload scanning with AV and sandbox
- Machine Learning based Bot Mitigation
- Biometrics based Detection

- Threshold based Detection

- Bot Deception

- Know Bots

21

The system should have OWASP top 10 dashboard to
evaluate the configured WAF policy based on
OWASP top 10 attacks. And allow direct change from
the OWASP dashboard to enhance the security level
for the WAF policy.

22

The solution should have multiple signatures sets
with adjustable levels (High, Medium, Low) tailored
to the risk tolerance and environment. And it should
have signature set based on backend system
technology.

23

The system should automatically detect the server
technology on the server-side applications,
frameworks, programs, web servers, operating
systems, and so on, and should associate
automatically one or more sets of attack signatures
relevant to the server technology.

24

Command Line Interface (CLI)

25

Built-in web interface (GUI)

Hardware Specificatiohs

26

Min 4 x 1GE SFP, Min 4 x 1 GE RJ45 ports

27

Redundant AC power supplies

28

Redundant fans

29

The device must be equipped with a minimum
storage capacity of 480 GB SSD

Required Licenses

30

WAF solution should have all the required features
and licenses




4-Optional Items

¢ Cloud WAF

The Bidder has the choice to propose Saa$ solutions that can cover the below:

1- Cloud Web Application firewall to enforce security police across clouds and on-prime
2- Mitigate app-based (layer 7) and volumetric (layer 3) DDoS attacks

3- Detect and mitigate malicious bot attacks in real-time

4- Automatically discover API endpoints, allow legitimate transactions, and monitor for

anomalous behavior

e Cloud Anti-Spam (3 years or 5 years) for 1000 Office36:

1- The solution should support both Inbound and Outbound Filtering for complete Email

Security.

2- The solution must provide real-time virus outbreak protection to detect and respond
to new threats instantly.

3- The solution should offer Message Tracking and Reporting for visibility into email
security events.

4- Should ensure secure massage delivery via TLS, maintaining end-to-end encryption.

¢ Endpoint for 1000 Licenses (1 year or 3 years)
1- The solution should be platform-compatible, supporting Windows, macOS, and Linux.
2- Must support scalable and flexible deployment with a modular, lightweight agent.

3- The solution should automate endpoint quarantine and ransomware protection to

prevent advanced threats.

4- The solution should support vulnerability assessment and patch management for
proactive risk mitigation.

5- Must include removable media control to prevent unauthorized data access.

6- Must provide real-time dashboards and software inventory management for visibility
and control.

¢ PAM (Privileged Access Manager) soluti

1- The solution should discover and assess the current environment, including
privileged accounts and access control mechanisms.

2- Implement robust access control policies using a PAM solution that supports role
based and time-based access control.

3- Secure and protect critical systems by blocking unauthorized access and enabling
session recording

4- The solution should have an integration with Active Directory.

5- The solution must support auto monitoring and recording features to view the
actions performed through privileged sessions without notifying the connected user.

e WAN Switches QTY 2




This is intended to connect the service lines from the ISP to the NGFW devices a‘cqg_ ng

to your design.

5-Forms

» Mandatory Items

3 Years 5 Years
L Unit | Total | Unit | Total
H# Item Description | QTY . . . .
Price | Price | Price | Price
1 NGFW with all Licenses, ) |
DACs, SFPs and accessories
5 WAF with all Licenses, DACs, 1
SFPs and accessories
3 Reporting Appliance 1
Other |
Total
> Optional Iltems
L Unit
# Item Description|{ QTY . Total
Price
1
2
3
Total
s S g3l g bt
JH sada

10

0796429695



\Clp Ut g il sidiall g a3 ol 3 il —pl8 3 daaly
*ig 38 yall CilpUnadly dalddf Ja gyl

Oobiad 8 B g ) ulla (B Aauin gall g aSial 38 glall 3 g3l &) 68 @ guady aS sl a5 aia Gallay
Saaladl pasal Al ad gall A anlid
..\AUJMAUAJM‘Y‘H.‘E‘,AsJJSMl.U.\Jl‘ulsa.‘h\!hh)hﬁauu\
UJG‘U\AY\AMJ.L« 259 aael o) g (AN o pas wh.u\ub‘ma‘ﬂu&dﬂ\ daalall
O Lgdd JMY‘J\?J‘ﬂ!dmujmﬂiubAM\@wﬂ?j\WMM\JMY\ Gaa g Gl oed Y
sdaalal) datuaal Lulia o) 5 Lagea Al u\f-\ﬁ‘ﬁwghe}u
Lol 015 (521 i 1 Lol ¢ ¥l oo Jf o g g (i
SUEY i aslelll anilig S8 e o Jguantl ¢ ab S rag dsd |58 AN Gl pa a ghdiil] g pllanl) el (o
A2 ey
slaall 7l 33l (g
ﬁlka.“dpédauuhmﬂimw%5mmwjldwﬂwdujua..a
pabed (ay 5@1M\)@M\Ml3&ﬂhdé@d‘w¢w3&94.11;\.“ Cudd Jla A
Mla\}"\.uﬁue%104.\uumwﬂuseam(ﬂh‘ﬂ)bﬂbmmc.uhwwPh‘owﬁdbejgﬂ‘
%5@«'@4%@1@\?&,3@4&1%&@@1@@\mgwdpﬁtﬂmuscﬁd
4.:9aJ.ahA]\d.ul\w@hauh&a@\gﬁ\.ua%dpﬂl%dh@\u&d)JJMGJ\?JUNMW
e‘}L\u\MM\Q‘AAMUSLPCﬁJ(M&Y‘J\ﬁ@bJJ\ﬂ‘MM\MM!a..\.dl.g.uaﬁaaa.u.\.tw@
ul,umue)bmo‘;ahuiluymwiuﬁuthﬂw\wuhsuh gatiall Jguan amy g Ailuall AIUS
M&MJ‘M‘J&J&A\’NJ‘,\L@-\J‘?MYUJ.\MH‘GM‘J
db@g&&ﬂﬂ\e&muauaﬂidmuddibaﬂj ;M\ayumﬂscautw?\ms
UML,JGY‘JL\M\U.‘Gdpﬂ\%uuﬁﬁéhmwubh;adﬁ ..\JAJ
Aolud) jolads ¥ 30 ga (3 goal) alg 488 sal) ciliial gall (385 ciladi) [ o5 ol 538 2y gl aSida )8 a3
sUaal) 3 gea ce (DY) zAgad G Gl gal) JLEiul 3o g0 Al gy g ( 3 )
Dbt Galh 3 gad (B D 83 03 clplaad) A op ) gl B0 ) dde agali ol
Lgléjc,\*+)1jﬂtalsj%wmswﬁ&‘uihj&kﬁSnUMubuyq.usdte.ﬁg
. CDw ua 2l
o Aasdlf odn lia) dla JuBy Wy e Db il sl g aladal) Aaadd agaiial) ansily gl plaall S Jla (5,10
M?Ml@)ﬂiguJ&a\hi"
J‘jgimuhwbiOJdmdd\mm;M\mdl;.diégua."u&.wl\g\&.ﬂmdhuﬁ
441943d$3uujulJbuY\d3J&M3dﬁ‘bﬁf-wlcﬁoab\hm\‘gmwi e agadiall duie
dﬁﬁ‘!"dﬁl‘\.ﬂ.ﬁhﬂhﬂ}%@d‘ “Jlmhhp‘gﬂ\ﬂujiumgmu‘\MLﬁ‘uiﬁ@‘ﬂ‘)M\JM
Saalgdiu e
(s 5501 0l 530 Baall (DA 55l s el sy el il Lind g plamd) 4l Jlaal) 2gaial sl
‘A‘)bm-\w‘).u\ﬂ‘y .\.b@bk.“dmymwlMJJAﬁMULd\DJUJ&ﬁJb&J‘&Mw
Aaalal! daleaal)
dahj\ui\SdlAuﬂMAMM\JuUﬂle.ﬂquu&ﬁU\U‘gw9\.@\4.\19d\a-dl agaiadl Jaady
AlaSiiia b ciplaatly Laldll Jag pad) o3 ‘,AJMIAWJ\JQU.&‘LUM\
Al gl o Al el Sl
ﬁLEﬂ!MhJuywu-buﬂ.ﬁY\Jp\
ug.aw”uhguiGJMiM\ubumudiu‘Migng‘}auj 5 Balgd (58
@aﬂyuaﬂiumﬂuw\dtpﬁ\bywawj

................................................................ Adagiy (s gl [ 3gaiall aul

2 of 1Page



Lk Lgaludy gaid fAdud JS o adiglg Lgilatg ad gall Cpe plaad) A3 (e B ea i Sy
7 . Jaa¥

500/828 43 clas 1 (152 Sl (2l L3l 38 50 £ g1 (b ol A 38 s 05y 18
. slaal) Al aie Juagh adludiy sl 3l Anala £ 8

.32 a8 ik cilpUaad) Al o) ol 3508 B (g adl abud
1183 =4/ 053821100 o Jua) jlusdinid

AL 25 5 Leale (881 ga T G odle 3 gS3al) ag il Bel ks cand

2 of 2Page



32 oy ik cilploall Al (g pal) alud
daalal) A daladl ciladdldl g a 51 ol 8500 Aae B
2025/04/17 (usedll o5 (a9l aaledl 30 ga AT ol Lale
edall any AN As L) 8
el AR Lgaid g J gl i Lgliatg @ gal) (e slaal) Add Al oy
DY) (A Ao ga sllaad] ddid cpall 1 ABadla
] ) il £ g8 e g B gl (B slaall dAual (el pda oy
s\8 50 daals £ 44 500/828 ad) il o
plaall ddiud arlud die £1a) Juag (8 o alud
0777490452 4yl jull CAlA Ll od ) o Juai] ciplaall (o gadey ludicdd




